McAfee Web Gateway 9.2 Essentials

McAfee® Education Services eLearning Course

The McAfee® Web Gateway 9.2 Essentials course from McAfee Education Services provides attendees an understanding of the benefits and capabilities of a McAfee® Web Gateway (MWG or Web Gateway) solution, as well as knowledge of how to configure and use the solution to protect the network against threats arising from the web, such as viruses and other malware, inappropriate content, data leaks, and related issues. This course is delivered in multiple modules, a total of 6 hours in length.

Course Goals

- Identify the purpose of the solution, as well as key features.
- Configure solution components.
- Configure rules, rule sets, lists, and related components to meet customer security, performance, and usage requirements.
- Understand product deployment modes.

Audience

Web Security administrators, security personnel, auditors, and/or consultants concerned with web security should take this course.

Recommended Pre-Work

It is recommended that students have a working knowledge of Microsoft Windows administration, system administration concepts, a basic understanding of computer security concepts, and a general understanding of internet services.
## COURSE DESCRIPTION

### Agenda at a Glance—6 hours

- **Module 1**: Course Introduction
- **Module 2**: Solution Overview
- **Module 3**: System Configurations
- **Module 4**: Proxy Configurations
- **Module 5**: Policy Configuration
- **Module 6**: McAfee® Global Threat Intelligence and URL Filtering
- **Module 7**: Media Type Filtering
- **Module 8**: Data Loss Prevention
- **Module 9**: Malware Scanning
- **Module 10**: Authentication
- **Module 11**: SSL Scanning
- **Module 12**: Quota Management and Coaching
- **Module 13**: Central Management
- **Module 14**: Web Hybrid Deployment
- **Module 15**: Course Summary

---

Learn More

To order, or for further information, please email SecurityEducation@mcafee.com.